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Integration of an optoelectronic surveillance system with an artillery
radar station to optimise ship self-defence in mine detection

Abstract. The purpose of the study was to analyse ways to improve the efficiency and accuracy of interaction between
optoelectronic systems (OES) and radar stations (RLS) on ships to improve anti-aircraft fire systems in self-defence zones.
Various approaches were used approaches to analyse data integration, automate processes, and optimise communication
between systems based on theoretical models and practical examples of interaction between ship systems. The study showed
that the integration of OES surveillance with RLS on ships significantly increases the accuracy of target detection and the
effectiveness of anti-aircraft fire systems in war zones. It was found that synchronisation of data with the OES and RLS
provides faster identification of threats, especially in difficult weather conditions or with limited visibility. Data processing
algorithms are analysed, which significantly improve noise filtering and the accuracy of recognising mines and other threats
by improving methods for analysing signals and integrating information from various sensor systems. Automated control
systems allow minimising the response time to threats, increasing the efficiency of actions. The study also found that
automatic steering systems integrated with navigation and safety systems effectively reduced the risk of mine detonation
through real-time manoeuvres. The methods used included dynamic positioning and automatic correction of the ship's
course depending on data obtained from the OES and RLS. This contributed to a quick response to threats and increased
the overall safety of ships in coastal areas. It was established that improving communication channels between systems
reduces delays in data transmission, which contributes to a faster response to threats. It was found that the integration
of automatic steering systems with navigation systems improves the ship’s manoeuvrability and reduces the likelihood of
falling into mine threat zones. The analysis showed that an integrated approach to modernising the interaction between
the OES and RLS allows creating a more stable and effective ship defence system in coastal zones. The practical significance
of the research lies in the potential use of the findings for the development and implementation of modern integrated ship
defence systems, which contribute to enhancing ship safety in challenging conditions
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Introduction

In the modern military environment, improving the effec-
tiveness of ship self-defence systems is an important task,
especially in the context of threats from mines, missile at-
tacks, underwater objects, and other hazards that can cause
damage during navigation in coastal areas and strategically
important regions. Integration of optoelectronic surveil-
lance systems (OES) with artillery radar stations (RLS) is a
key direction to achieve this goal. OES provide high-qual-
ity visual surveillance and accurate target identification,
which allows detecting threats at close and medium dis-
tances. RLS, in turn, specialise in detecting objects at a long
distance, including those that are under water or in con-
ditions of limited visibility. The combination of these two
technologies helps to create a comprehensive system that
significantly improves the accuracy of detecting threats,
such as mines. The problem of the study is the need to im-
prove the effectiveness of interaction between the OES and
RLS to improve the accuracy and speed of responding to
threats in modern military conflicts. The presence of dif-
ficult weather conditions, limited visibility and risks as-
sociated with mine threats pose additional challenges to
ensuring the safety of ships in coastal areas. Automation of
control and data processing processes allows minimising
delays and ensuring prompt response, but requires further
improvement in terms of information synchronisation and
integration of automatic steering and navigation systems.
This requires a comprehensive approach to modernising
defence systems to improve their effectiveness and securi-
ty in the face of rapidly changing threats.

A study of this topic showed that a number of re-
searchers have already explored various aspects of inte-
grating these technologies. X. Zhou et al. (2021) focused
on automating data processing and integrating control
systems, which can significantly improve the efficiency of
responding to threats. Their research has demonstrated
improved accuracy due to reduced information processing
time, but does not fully cover the impact of automation on
integration with OES. F. Mercaldo & A. Santone (2021) ex-
plored new signal processing algorithms to reduce noise
and improve the accuracy of threat recognition. Although
their results showed a significant improvement in noise
filtering, there are gaps in integrating these algorithms
with the new sensors.

H. Bounaceur et al. (2022) analysed the operation of
improved radars in conditions of limited visibility, which
confirmed an increase in their effectiveness in detecting
threats. However, aspects of RLS integration with OES
were rather neglected. L. Chang et al. (2022) focused on
control automation and its impact on response speed, but
their study does not fully cover the integration of these
systems into integrated defence solutions. V. Mashtalir et
al. (2023) considered the integration of sensor systems for
integrated ship protection. Their results showed the ad-
vantages of this approach, but did not consider the impact
of data synchronisation on overall security under specific
coastal conditions.

M. Lanza et al. (2022) also made significant contribu-
tions to sensor system integration research, showing the
benefits of new technologies for reducing data transmis-
sion delays and improving efficiency. However, these stud-
ies do not fully cover the issues of interaction between
different technologies in real-world settings. O. Melnyk et
al. (2022a) investigated automatic steering systems and
their impact on ship manoeuvrability, finding that their
integration with navigation systems reduces the risk of
mine strikes. E. Ali et al. (2021) examined the impact of new
technologies on reducing data transmission delays, which
is critical for timely response. J. Zhang et al. (2021) focused
on improving signal processing algorithms and integrat-
ing information from various sensor systems, which can
significantly improve the accuracy of threat detection in
complex environments. The study by M. Fathi et al. (2022)
demonstrated the advantages of new approaches to data
processing in difficult weather conditions, but did not fully
consider the integration of the latest sensors with existing
control systems. These studies confirm the importance of
integrating OES and RLS to improve defence efficiency, but
also point to the need to further explore integrated solu-
tions and integrate new technologies to achieve optimal
results in real-world conditions.

The purpose of the study was to analyse methods for
improving the interaction between OES and RLS on ships
to improve the accuracy and effectiveness of anti-aircraft
fire systems in self-defence and combat zones.

Materials and Methods

In this study, a comprehensive approach was applied to an-
alyse methods for improving the interaction between opto-
electronic systems (OES) and radars on ships, in particular
in conditions typical of self-defence zones near the coast of
Ukraine. Modern data processing methods were used to as-
sess the integration of OES and RLS. In particular, noise fil-
tering using adaptive filters was used to improve the sepa-
ration of useful signals from noise. Data fusion algorithms,
such as clustering and synchronisation algorithms, allowed
the integration of information from different sensor sys-
tems. And the introduction of automated data processing
technology helped to optimise the collection and analysis
of information in real time.

Integration was carried out based on marine equip-
ment, which are used on coastal defence ships, including:

¢ OES “Sarmat-2”, “Sens-2”, and “Spin”, which were
developed by the State Enterprise Research Institute
“Kvant” (Ukraine);

# radar system “Delta-M” by the State Enterprise Re-
search Institute “Kvant” (Ukraine).

Special attention was paid to systems that can operate
in conditions of limited visibility and complex electronic
conditions.

To test the effectiveness of system integration, com-
bat simulations were conducted using virtual reality and
computer modelling technologies. This made it possible
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to create conditions as close to real life as possible and to
assess: the accuracy of target detection and identification,
the speed of system response to threats, the effectiveness
of combining data from the UES and radar, and the perfor-
mance of anti-aircraft fire systems in real time. The per-
formance of the signal processing algorithms, interference
immunity and ability to operate in low visibility conditions
were tested in simulated conditions in coastal areas, ana-
lysing threat scenarios such as mine threats or drone at-
tacks. The main methods for improving signal processing
algorithms focused on filtering out noise that interferes
with accurate determination of target coordinates, and op-
timising algorithms for integrating data from both systems.

The study tested a system for automatically deter-
mining safe routes in high-risk areas. It included the in-
tegration of self-driving systems with navigation systems,
anti-aircraft fire control systems, information systems for
collecting and processing data from the power grid and ra-
dar. The integration of these systems ensured: real-time
data visualisation on interactive displays, timely detection
of threats, coordination of crew actions and automated
systems for rapid response to dangerous situations.

The following calculations based on equations were
used in the study. The equation for calculating the syn-
chronisation delay time of signals from two sources has
the form (1):

Eone = Lors ™ trrs @)

where: t - time for signal synchronisation; ¢, - signal
transmission time from the OES; t,, . - time of signal trans-
mission from the RLS.

An important stage was the introduction of an au-
tomated fire control system. The system used machine
learning algorithms to quickly identify threats and classify
objects. For this purpose, algorithms based on conditional

probability were used according to the Bayes method (2):

P(B|A)P(4) , (2)

P(A|B) = )

where: P(A | B) - probability that the threat is a mine, pro-
vided that the data obtained; B, P(A) — probability of a
threat; P(A| B) — probability that the data reflects a mine.

The automated fire control system has reduced de-
lays in responding to threats due to fast data processing.
Autosteering systems adjusted the ship’s course to avoid
threats detected by the OES and RLS. Manoeuvring was
provided based on the projected mine rate according to
equation (3):

AQ = dmin , cos(a), 3)
l()ship
where: Af - course change angle; d . - distance to the
mine threat; 9, - ship speed; cos(a) - angle between the
ship and the mine threat.

Results

For modern defence systems, it is important to ensure a
high level of accuracy and effectiveness in detecting and
neutralising threats, especially in conditions of combat op-
erations in coastal areas. One of the key factors influencing
the increase in the combat readiness of ships is the inte-
gration of the OES and RLS (Kari et al., 2023). OES and RLS
used on warships have various advantages and limitations.
Combining their capabilities through synchronisation and
collaborative data processing is a necessary step to improve
the effectiveness of anti-aircraft fire systems.

OES and RLS systems play a key role in improving the
effectiveness of self-defence systems of the Ukrainian na-
val forces. Among the main representatives of the OES are
“Sarmat-2”, “Sens-2”, and “Spin”, which were developed
by the State Enterprise Research Institute “Kvant”. Table 1
shows the main OES and RLS systems, their technical char-
acteristics, advantages and disadvantages.

Table 1. Main OES and RLS systems

System name Type Main technical characteristics Advantages Disadvantages
Thermal imager with cooled receiver, | High sensitivity, auto-tracking High cost, need for
Sarmat-2 OES . . 2 .
TV camera with varifocal lens ability regular maintenance
Sens-2 OE§ (modlﬁczitlon Predictor sight, manual control Fle_x1]3}11ty in operation, Dependence on manual
Sarmat-2”) possibility of manual mode control
. Standard elements for integrating Easy integration with other Limited features in poor
Spin OES e L
firepower systems visibility conditions
Detection of targets over long High detection range, stable | Vulnerability to obstacles
Delta-M RLS . R .
distances operation and masking goals

Source: compiled by the authors based on S. Voronkov (2020)

The “Sarmat-2” system is equipped with a thermal im-
ager with a cooled receiver and a television camera with
a varifocal lens, which provides high sensitivity and the
ability to auto-track targets. It allows controlling the fire
of medium-calibre artillery and increases the effectiveness
of combat in conditions of limited visibility. Modification
“Sens-2” has a long-angle sight and the possibility of man-
ual control, which makes it especially useful in situations
where automatic mode may not be appropriate. The “Spin”

system is easy to integrate with other systems, but its capa-
bilities are limited in conditions of poor visibility. RLS that
operate based on radio wave reflection remain effective
even at night or in adverse weather conditions such as fog
or rain. They provide threat detection over long distanc-
es and demonstrate high stability, but may be vulnerable
to masking targets. Integration of the OES with the RLS
creates a comprehensive surveillance system that func-
tions continuously, even in difficult conditions. Due to the
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combination of data from both systems, maximum effi-
ciency is achieved: information from the OES can be sup-
plemented with data from the RLS, which increases the
accuracy and reliability of determining the coordinates of
objects and threats (Majors & O’Neil, 2021).

An important issue in the integration of the two sys-
tems is the synchronisation of signals received from OES
and RLS sensors, and the assessment of the impact of the
delay in their receipt on the overall efficiency of interaction
between these systems. To do this, it is important to deter-
mine specific delay time values between signals. The syn-
chronisation delay time between the OES and RLS signals
was determined using equation (1). During the study, the
arrival time of the signal from the OES was 5x10° seconds,
and from the RLS - 5.001x10° seconds, then:
=t

sync

ons ~ Tas =5 % 10°-5.001 x 10°=-1x 10"%c.

This result showed that the delay between signals was
very small and was only -1 nanosecond, and therefore, the
data transfer rate remained at a fairly high level. According
to the research, optimising synchronisation between these
systems can significantly reduce the time required to de-
tect, identify, and target a threat, which is especially im-
portant in conditions of limited visibility, where the accu-
racy of threat recognition is crucial. In coastal waters where
the presence of mines and small objects can lead to serious
consequences, a quick and accurate system response is vi-
tal. Rapid detection of the exact location of threats allows
quickly responding and use anti-aircraft fire systems with
maximum efficiency. In addition, integration reduces the
burden on operators responsible for monitoring and ana-
lysing threats. A system that automatically combines data
from OES and RLS can provide operators with more accu-
rate and coordinated information about potential threats,
making decision-making easier (Zhang et al., 2022). There-
fore, the introduction of data synchronisation and co-pro-
cessing methods between OES and radars is an important
step to improve the accuracy of threat detection and im-
prove the effectiveness of ship defence systems.

Automating processes in controlling artillery systems
on ships can significantly improve the efficiency and speed
of responding to threats (Brown et al., 2021). For this pur-
pose, it is important to implement modern algorithms that
allow automatic processing of data from OES and RLS. How-
ever, to understand how accurately automated systems can
identify threats, it is necessary to consider a probabilistic
approach, in particular, Bayesian inference. The probability
that the detected object is a mine threat can be calculated
using equation (2). In particular, in the current study, the
probability that an object is a mine threat before receiving
a signal is 0.4 (or 40%), the probability of receiving a signal
from an object if it is really a mine threat is 0.9 (or 90%),
and the overall probability of receiving a signal from an ob-
ject (regardless of its type) is 0.5 (or 50%), then:
0.9:0.4

P(A[B) = 22 = 0.72.

Therefore, in the current study, the probability that an
object is a mine threat, provided that a signal is received,
is 0.72, or 72%. In general, the accuracy of object identi-
fication using OES is very high, and when using artificial
intelligence, it exceeds 90%. The accuracy of OES identifi-
cation depends on the resolution of cameras, infrared and
thermal imaging sensors, and computer vision algorithms
that allow achieving 90-95% accuracy for well-defined ob-
jects. Radar identification is limited to general categories
of objects, with an accuracy of 70-80%. These systems are
primarily designed to fix an object and determine its trajec-
tories. The integration of OES and RLS allows to achieve a
high level of threat identification accuracy — 95-98% in fa-
vourable conditions, reducing the likelihood of false iden-
tification, which is important for optimizing ship self-de-
fence systems. In particular, the probability of detecting a
threat if a signal is received is crucial for an effective re-
sponse in coastal areas, where even small errors can lead to
serious consequences. To achieve high accuracy and quality
of threat detection, the technical performance of both sys-
tems is important.

High-quality OES systems provide accuracy of up to
0.01-0.05° in determining angular coordinates, depending
on the resolution of sensors such as infrared, ultraviolet, or
daytime cameras. OES can detect targets at distances of up
to several tens of kilometres, but atmospheric conditions
such as fog or rain can affect the range. The error of visual
detection methods is several metres, which can affect the
accuracy of threat assessment. Modern radars can deter-
mine the angular coordinates of targets with an accuracy
of 0.1-1°, which depends on the frequency of operation and
signal strength. Radars are capable of detecting targets at
distances of up to several hundred kilometres (for large ob-
jects), and the accuracy of measuring the range can reach
several metres. For ultra-high-frequency radars, the error
is 5-50 metres, while for millimetre waves it can be only
a few centimetres. Combining these technologies reduces
the overall error rate. The RLS provides accurate distance
and speed detection, while the OES improves the accura-
cy of angular coordinates and target recognition (Ballan et
al., 2024). Based on this integration, the total error can be
reduced to 1-5 metres in distance and 0.01-0.1° in angle.
Due to this approach, automated systems are able to better
classify objects and respond more quickly to threats, which
ensures a high level of ship safety in difficult conditions.

Modern autosteering systems are an important com-
ponent on ships, providing automatic correction of the
ship’s course depending on threats detected by the OES
and RLS. They can significantly reduce the risk of damage
from mines or anti-aircraft fire by manoeuvring in a time-
ly and accurate manner. Automatic course adjustment is
carried out in real time, which ensures prompt response
to changes in the situation around the ship. Autonomous
steering systems can integrate with navigation and ship
protection systems, which helps to automatically deter-
mine safe routes in areas with a high level of threat (Han-
naford & Hassel, 2021). This provides an additional layer
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of security, as the system can process data from the OES
and RLS, identify potential threats, and instantly adjust its
course to avoid dangerous areas. Such integration allows
the ship to manoeuvre effectively even in difficult condi-
tions, reducing the likelihood of enemy shells hitting the
ship or tripping mines. This approach significantly in-
creases the overall effectiveness of the ship’s self-defence

system, ensuring a high level of safety in dangerous wa-
ters. Automated systems help to reduce the human factor
in decision-making and increase the speed of response to
threats, which is critical for maintaining the ship’s defence
capability in the face of constant risks. The characteristics
of systems for improving the overall effectiveness of ship
self-defence are discussed in Table 2.

Table 2. Basic control systems and their functions in ship self-defence

System Function Advantages
OES Visual observation High accuracy in the daytime and in good weather conditions
RLS Radar detection Can work in conditions of limited visibility

Automated control system | Control of anti-aircraft fire systems

Minimises reaction time and improves accuracy

Autosteering system Automatic ship manoeuvring

Reduces the risk of being blown up by mines and hit by enemy shells

Navigation system Automatic detection of safe routes

Provides security in areas with a high level of threat

Source: compiled by the authors based on G. Mander et al. (2023)

In general, the integration of OES, RLS, automated
control systems, steering systems and navigation technol-
ogies into a single control network significantly increases
the effectiveness of the ship’s self-defence. This integrated
system provides a timely and accurate response to a variety
of threats that arise in difficult and unpredictable condi-
tions, such as limited visibility or high levels of mine haz-
ards. Due to this integration, management decisions are
made faster, manoeuvring becomes more adaptive and ac-
curate, and the risk of damage is significantly reduced. This
creates a more stable and reliable defence system that can
effectively protect the ship in all situations, increasing its
survivability and efficiency in coastal waters and in areas
with a high level of threat.

In modern conditions of technology development, an
important aspect of improving the efficiency of OES and
RLS is the improvement of signal processing algorithms.
One of the key problems that arise during the interaction
of OES and RLS is the influence of external interference

and noise on the accuracy of systems. Noise filtering is an
integral part of improving signal processing algorithms,
as it can significantly reduce the impact of undesirable
factors on system performance. In addition, an important
step in improving algorithms is to improve the accuracy of
determining the coordinates of objects. Since OES provide
high-resolution visual data, and radars provide stable op-
eration in conditions of limited visibility, the combination
of these advantages helps to more accurately determine
the location of targets, reducing the time to make decisions
in critical situations. Algorithms for integrating data from
different systems are also being improved. Modern data
pooling algorithms use multisensory information process-
ing methods, which facilitates more accurate and faster co-
ordinate determination. Combining information with OES
and RLS should consider the difference in data formats and
the speed of their receipt. Table 3 shows the interaction of
systems on the ship and potential directions for improving
signal processing algorithms.

Table 3. Interaction of systems on the ship and improvement of signal processing algorithms

System Main function Data type Data processing issues Ways to improve algorithms
Infrared and daytime
video streams, SWIR Noise. interf 1 Noise filtering, adaptive voltage
. . signals, laser marking | . oise, Interterence, voltage regulation, optimisation of power
OES Visual observation . > instability, limited visibility, >R
signals, analogue and . consumption, improvement of
.2 A power consumption . . .
digital signals (voltage, image processing algorithms
current, frequency)
. . Radar signals Noise, interference, multi- Imp rovement of s!gnal processing
Object detection and . - algorithms, adaptive filtering, use
RLS . (amplitude, phase, purpose echoes, coordinate P -
tracking £ of artificial intelligence methods for
requency) errors - o
object recognition
.. . Digital signals Data transfer delays, data Optimisation of route planning
Management Decision-making, . . . > .
(coordinates, speed, inaccuracies, conflicting algorithms, use of neural networks
system movement control . . -
course) commands for real-time decision-making
A . Digital signals Delays in executing Improvement of control algorithms,
utosteering ) - . . .
system Steering wheel control | (commands to change commands, steering adaptive regulation, use of ship
Y course) instability movement models

Source: compiled by the authors based on P. Xie et al. (2021) and I.K. Dagkinis et al. (2023)

Therefore, improving signal processing algorithms
is crucial for improving the efficiency of OES and RLS.

Improved noise filtering, coordinate accuracy, and opti-
misation of data pooling algorithms allow creating a more
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reliable and accurate threat detection system. This, in turn,
increases the level of safety of ships in coastal areas and
ensures timely response to potential hazards.

Making effective decisions in a dynamic combat envi-
ronment requires quick access to relevant information pro-
vided by automated systems. The interfaces of these sys-
tems should be designed in such a way as to minimise the
time required to analyse the situation and make a decision.
Imperfect interfaces can lead to delays in decision-making
and, as a result, reduce the efficiency of task execution.
Therefore, the development of ergonomic interfaces is one
of the priority areas in modern research in the field of hu-
man-computer interaction (Liu et al., 2022).

In addition, to ensure management flexibility, opera-
tors should be able to manually interfere with the opera-
tion of automated systems. Although automated systems
can operate effectively under standard operating condi-
tions, human intervention becomes necessary in complex
and unpredictable situations. For example, an operator
can manually adjust the system’s actions in cases where it
misclassifies a threat or skips critical data. This provides
an additional level of control and reliability in the deci-
sion-making process.

The effectiveness of modern ship protection systems
largely depends on optimal interaction between the op-
erator and automated threat detection systems, such as
OES and RLS. Rapid exchange of information between
these systems and the operator is a prerequisite for time-
ly response to changes in the tactical situation. Automatic
control systems should be integrated into the overall con-
trol system of the ship in such a way as to ensure effective
performance of tasks under all conditions. This provided
real-time optimised manoeuvring based on the projected
mine rate, which significantly reduced the risk of a colli-
sion. The angle of change of the ship’s course was calcu-
lated using the following equation (3). For example, if the
distance to a mine threat was 100 metres, the ship’s speed
was 20 m/s, and the angle between the ship and the mine
threat was 30°, then:

A8 = %-cos(sw) = 4.33°.

This result showed that to avoid the threat, the ship had
to change course by 4.33°. This was especially important in
high-risk conditions, when even minor manoeuvres could
help to avoid a collision with a mine or other obstacles.

Operators must quickly analyse the situation and make
informed decisions based on data coming from the OES
and RLS (Hoffmann et al., 2021). For modern defence sys-
tems, it is important to ensure a high level of accuracy and
effectiveness in detecting and neutralising threats, espe-
cially in conditions of combat operations in coastal areas.
One of the key factors for improving the combat readiness
of ships is the integration of OES and RLS. Data synchroni-
sation between these systems can significantly improve the
speed of threat identification and accurate detection, even
in difficult weather conditions.

The introduction of automated control and autosteer-
ing systems that can quickly respond to threats minimis-
es response time. Automation and improvement of signal
processing algorithms play a key role in improving the ac-
curacy of these systems, which, in turn, reduces the risk of
damage to ships and increases their efficiency in difficult
coastal conditions.

Discussion

The combined use of OES and RLS technologies has signif-
icantly improved the accuracy of determining the location
of sea mines. OES uses highly sensitive cameras, including
day, night and thermal imaging, which helps to visually
identify mines on the water surface by temperature differ-
ences. Due to its high resolution, OES systems can identi-
fy even small objects with an accuracy of several metres,
automating the image analysis process using machine vi-
sion and artificial intelligence algorithms. RLS, in turn, are
capable of detecting both underwater and surface objects,
providing high accuracy in determining their location with
the possibility of penetration into the surface layers of
water. This allows quickly tracking moving mines, signif-
icantly expanding the detection area. Integration of OES
and radar provides more efficient solutions to mine detec-
tion problems. First, the radar quickly detects suspicious
objects at a long distance, then the OES clarifies identifica-
tion, reducing the likelihood of false positives and allowing
the crew to make decisions more quickly. Automated object
recognition, based on data from both systems, increases
situational awareness and helps to clearly classify threats.
Due to the integration of these technologies, the response
time was optimised, and the overall level of safety of ships
was significantly increased.

This was also investigated by M. Zhang et al. (2021),
where the results confirmed that data processing and
integration between OES and RLS is critical to improv-
ing the effectiveness of air defence. The introduction of
synchronisation and collaborative data processing meth-
ods allows combining information from both systems to
quickly identify threats and improve the accuracy of de-
termining target coordinates. Data synchronisation helps
to avoid delays and errors that may occur when using in-
dividual systems, and provides a faster and more accurate
response to threats.

G. Wu et al. (2021) also showed that the integration
of OES and RLS can effectively combine the advantages of
both technologies. OES provides high resolution and accu-
racy in conditions of good visibility, which contributes to
clear identification of targets. In turn, radars demonstrate
high efficiency in difficult weather conditions, such as fog
or night darkness, where visibility is limited. Based on this
integration, a significant improvement in target detection
and maintenance is achieved, which is crucial for ensur-
ing reliable protection in difficult conditions. It is worth
noting that the integration of OES and RLS combines the
advantages of both technologies: OES provide high resolu-
tion with good visibility, and RS are effective in conditions
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of limited visibility, such as fog or night. This significantly
improves target detection and tracking.

The integration of these systems requires proper crew
training and the development of intuitive interfaces for
rapid information analysis. In addition, it is critical to en-
sure data security and stability of communication between
systems, since the risks of cyber-attacks can significantly
affect efficiency. Integration of OES and RLS is a strate-
gic step in the development of the fleet’s defence capa-
bility, but its implementation requires a comprehensive
approach and careful analysis of possible challenges. The
study showed that OES provided more detailed informa-
tion about targets, which allowed reducing the load on the
RLS. Thus, the crews were able to respond to threats in a
timely manner, relying on visual information, which signif-
icantly improved the quality of operational management.
This synergy between the two systems has significantly im-
proved the detection of underwater objects, providing more
detailed information about the situation around the ship.

The results of this study are consistent with the con-
clusions given in the paper by X. Wu et al. (2021), as im-
provements in algorithms for detecting small objects in
coastal areas significantly improve the accuracy of threat
detection, and reduce the likelihood of errors, which makes
systems more efficient and efficient in responding.

The results of the study open up a broad discussion
about the importance of integrating modern technologies
in military operations. As threats in the marine environ-
ment become more complex, it is important to adapt con-
trol systems to new challenges. Integration of OES and RLS
can significantly improve detection capabilities, but con-
tinuous improvement of data processing algorithms is nec-
essary to achieve optimal results. The analysis of the data
obtained highlights the importance of combining OES sur-
veillance with artillery radars to improve the self-defence
of ships, in particular, when searching for mines. This inte-
gration of technologies opens up new opportunities for im-
proving the security of naval operations, requiring contin-
uous improvement of systems to ensure their effectiveness
in modern military conflicts. It is also worth noting that
the results obtained confirmed the possibility of improving
the efficiency of defence systems by simultaneously using
OES and RLS. This integration significantly reduced the
time required to respond to threats, which had a positive
impact on the overall safety of ships when performing tasks
in difficult conditions.

The study by H. Cui et al. (2021) found that improving
signal processing algorithms is key to effectively integrat-
ing data with OES and RLS, as these systems use different
types of information. Improved noise filtering reduces the
impact of extraneous signals that can distort the results,
while improving the accuracy of determining the coordi-
nates of objects provides more accurate target detection.
Optimising algorithms for combining data from both sys-
tems provides more comprehensive and reliable analysis,
which is crucial for improving the overall efficiency of the
system in the face of real threats.

In turn, E. Chiou & J. Lee (2023) concluded that im-
proving interaction between operators and automated sys-
tems is a critical aspect for ensuring efficiency in complex
air defence systems. It is necessary not only to automate
processes, but also to ensure that operators have access to
intuitive interfaces that provide quick access to the most
important data from the OES and RLS. This helps to reduce
delays in decision-making and increase the efficiency of re-
sponding to threats.

The results show that the simultaneous use of these
technologies not only reduces the burden on the crew, but
also optimises decision-making processes, which is cru-
cial in difficult combat conditions. However, the imple-
mentation of these integration solutions requires further
improvement of signal processing algorithms to ensure
accuracy and reliability in detecting threats. An important
aspect is also the need to provide intuitive interfaces for
operators, as this will reduce delays in decision-making and
increase the speed of responding to threats. Thus, success
in implementing the integration of OES and RLS depends
not only on technological improvements, but also on the
readiness of crews to work with new systems. This compre-
hensive strategy can significantly improve the overall safe-
ty of ships in difficult operating conditions, highlighting
the need for further research in this area.

An important aspect of the study was the need to adapt
systems to the specific conditions in which they operate.
The results showed that a variety of mine search scenarios
required the configuration of integrated systems to meet
specific environmental conditions. This highlighted the
need for further research that would allow for a deeper study
of the various situations in which systems can be optimised.

M. Del Giudice et al. (2022) also conducted a study, the
results of which confirmed that interfaces should be us-
er-friendly and clearly structured, which allows operators
to quickly analyse information and make decisions based
on data from systems. Operators should be able to intervene
manually if necessary to adjust automated actions or respond
to unforeseen situations. This approach provides a balance
between automation and human control, which is critical for
effective management in the face of rapidly changing threats.

S. Krile et al. (2021) also found that the modernisation
of communication and network interaction is an important
step to ensure the efficient operation of the OES, RLS, and
other systems of the ship. The introduction of high-speed
data channels will facilitate rapid exchange of informa-
tion between these systems in real time, which is crucial
for timely response to threats. In addition to speed, spe-
cial attention should be paid to the security of networks to
prevent cyber-attacks and unauthorised access that could
disrupt the operation of systems.

The variety of scenarios that can occur when search-
ing for mines requires a deeper understanding of envi-
ronmental conditions and adaptation of systems to these
conditions. It is also important to note that user-friendly
and clearly structured interfaces for operators are critical,
as they allow quickly analysing data and making informed
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decisions. A balance between automation and human con-
trol is essential for responding to unforeseen situations,
which can be key in the context of rapidly changing threats.
Modernisation of communication tools and the introduc-
tion of high-speed data channels also play an important
role in ensuring the efficiency of these systems, since the
speed of information exchange is crucial for timely re-
sponse. However, network security is critical to preventing
cyber-attacks, which can significantly threaten the security
of systems. Therefore, further research in this area is need-
ed to develop optimal solutions that ensure the reliability
and effectiveness of integrated defence systems.

Analysis of the results confirmed the importance of
integrating OES surveillance with RLS to optimise the
self-defence of ships when searching for mines. This com-
bination of technologies opens up new opportunities for
improving the safety of naval operations, requiring further
development and improvement of these systems to ensure
their effectiveness in war conditions.

0. Melnyk et al. (2022b) found that integrating upgrad-
ed communications equipment into the overall network of
the ship’s combat control system is also a priority. This will
ensure synchronisation between the OES, RLS, and other
important elements of the ship’s defence, such as fire sup-
port and missile defence systems. The coordinated opera-
tion of all these systems will improve the overall defence
capability and increase the effectiveness of protecting the
ship in combat conditions.

It should be noted that the modernisation of commu-
nication and network interaction is a necessary condition
for improving the effectiveness of ship defence systems.
Fast and secure data transmission between OES and RLS
can significantly reduce the time spent on information pro-
cessing and decision-making, which is critically important
in real combat operations. Synchronisation of all elements
through a single network increases the reliability and effi-
ciency of responding to threats, improving the overall level
of protection of the ship.

In general, the results obtained confirmed the potential
of integration of OES and RLS in improving the safety of
naval operations and the requirements for further develop-
ment of these technologies in modern combat operations.

threat detection in difficult conditions, such as limited vis-
ibility or worse weather conditions. The use of OES helped
to reduce the response time to potential hazards, since im-
proving the efficiency in processing and transmitting infor-
mation made it possible to minimise delays. Automation of
control processes in combination with integrated automat-
ic steering systems increases the manoeuvrability of ships,
which reduces the risk of falling into mine threat zones.
Improved coordination systems between various defence
subsystems have increased the effectiveness of air defence
in coastal zones of Ukraine. This integration allowed for
more reliable self-defence of ships, reducing overall vul-
nerability to external threats. A comprehensive approach
to modernising the ships’ defence systems has shown sig-
nificant potential in improving their security. Improved
interaction between the radar and OES made it possible
to optimise the functioning of anti-aircraft fire systems,
which increased the speed and accuracy of responding to
threats, thereby reducing risks for ships in high-risk areas.

Thus, the results of the study indicate a high efficiency
of integrating OES surveillance with artillery radars to im-
prove the safety of ships when performing tasks in mine-
fields. The data obtained confirm the need for further de-
velopment and improvement of technologies for integrating
surveillance and defence systems to ensure more reliable
protection of ships from modern threats, in particular, un-
manned aerial vehicles, cruise missiles, underwater sabo-
tage forces, and conventional air and sea attacks. In the face
of growing security challenges, particularly in coastal areas,
it is important to ensure synchronisation and effective in-
teraction between OES and RLS. Such integration will help
to quickly identify threats, increase the accuracy of target
detection and speed of response, which are critical aspects
for the successful implementation of combat missions. Sys-
tematic improvement of these technologies will contribute
to strengthening the defence capabilities of naval forces and
improving the level of security in areas of potential conflict.

To further improve the integration of OES surveillance
with artillery RLS, it is necessary to investigate their ef-
fectiveness in real combat operations, in particular, when
countering dynamic threats and sudden changes in the
tactical situation.
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IHTerpauiss ONTUKO-eNeKTPOHHOI CUCTEMMU CMOCTEPEKEHHS
3 apTUNEPINCbKOIO PafiosIoOKaLIMHOIO CTaHUIEK
ANS onTUMi3auii caMoo60poHM KopabniB Nnpu NOLyKy MiH

AHoTauia. MeTolo noctiikeHHs 6y/10 MpoaHatisyBaTy CIIOCOOM migBuIeHHS e(heKTUBHOCTI Ta TOUYHOCTI B3a€MOii MixX
onTuko-enekTpoHHMMu cucremamu (OEC) i pamionokamiitaumu craniissmu (PJIC) Ha KOpabysix AJist BIOCKOHAJIEHHS 3€HiTHO-
BOTHEBMX CUCTEM Y 30HaX CaM0O0OOpoHM. Byiu rpoaHasizoBaHi Iporecy iHTerpalii Jauux, aBToMaTu3alii i onrumisanii
KOMYHIiKallii Mi3k ccTeMaMy Ha OCHOBi TEOPeTUYHMX MoZesieit i MPakKTUUHMUX TPUKIIaJiB B3a€MO/il KOpabelbHUX CUCTEM.
HocnigkeHHs 1ToKa3sao, mo interpailis OEC cioctepexkeHHs 3 PJIC Ha KOpabiisix 3HAYHO IMiABUIITYE TOUHICTh BUSIBJIEHHS
1is1eii i eeKTUBHICTb 3€HITHO-BOTHEBUX CUCTEM y 30HaX 600BMX [iii. BcTaHOBJIEHO, IO CMHXPOHi3arist maHux 3 OEC ta
PJIC 3a6esreuye mBuUANIY imeHTH (KAl 3arpo3, 0COOIMBO Y CKIAIHUX TTOTOTHMUX YMOBAX abo Mpy 0OMeKeHiii BUAVIMOCTI.
ITpoaHanizoBaHi aATOPUTMM 06POOKM JAHUX, SIKi 3HAYHO MOKPALYIOTh GiNbTpaIio IIyMiB i TOUHICTh PO3Mi3HABAHHS MiH
Ta iHIIMX 3arpo3 3aB/sKY BOOCKOHAIEHHIO METO/iB aHaAIi3y CUTHAUIIB i iHTerparii iHbopmariii 3 pi3HUX CEHCOPHUX CUCTEM.
ABTOMAaTM30BaHi CUCTeMM KepyBaHHS J,03BOJISIIOTh MiHIMi3yBaTy Yac peakiiii Ha 3arpo3u, MiJBULIYIOUM OIlepaTUBHICTD ill.
IocmifkeHHS TaKOX BUSIBWIO, IO aBTOMAaTUYHi PyJIbOBi CMCTeMM, iHTerpoBaHi 3 HaBiraliiHMMM CUCTEMaMM Ta CUCTeMaMu
3axUCTY, eeKTUBHO 3MEHIIyBaIM PU3UK MiJPMUBY HAa MiHAX 3aBISIKM MaHeBpaM, OIITUMi30BaHMM y peaibHOMY Yaci.
Buxopucrani MeToaM BKIIOYAIM JMHAMIUHE TIO3UI[IOHYBAHHS Ta aBTOMATUUYHe KOPUTYBAHHS KypCy KOpabJIst 3a/1eKHO Bif
naumx, orpumanux Bifg OEC i PJIC. Lle cripusiyio IIBMAKOMY pearyBaHHIO Ha 3arpo3y Ta MiJBUILYBAJIO 3arajibHy 6e31meKy
KOpabmiB y mpubepexXxHMUx 30HaX. BCTaHOBI/IEHO, 10 YIOCKOHATIEHHSI KOMYHIKalliifHMX KaHasiB Mixk cucTeMaMu 3abe3neuye
3HIKEHHS 3aTPUMOK Y Ilepefjavi JaHMX, 1[0 CIIPUSIE OllepaTUBHILIOMY pearyBaHHIO Ha 3arpo3u. BusiBiieHo, 110 iHTerpanis
aBTOMAaTUYHUX PYTbOBUX CHCTEM 3 HaBiraliifHMMM cuCTeMaMy IMOKpaIllye MaHeBPeHiCTh KOpabsis i 3HMKYeE IMOBIpHICTb
MOTPAIUISIHHS B 30HM MiHHUMX 3arpo3. AHaJli3 1okas3as, 1[0 KOMITIeKCHMI Tiaxig 1o MogepHisaiiii B3aemopii Misxk OEC Ta
PJIC no3BosIsie CTBOPUTHM OibII CTiiiKY i eeKTUBHY cucTeMy 060pOHY KOpabiiB y mpubepeskHux 30Hax. [I[pakTnyHa [iHHICTh
IOCITiIKeHHSI TTOJISATAE Y MOK/IMBOCTI BUKOPUCTAHHS OTPUMAHUX Pe3ybTaTiB /I PO3POOKY Ta BIIPOBAKEHHSI CYJaCHUX
iHTerpoBaHMUX CUCTEeM 0O60POHM KOPabiB, IO CIPUSIOTH MiABUINEHHIO PiBHS 6e31eKky KopabiliB y CKIaJHUX YMOBax
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